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	Body Worn Video Recording (BWV)
	Related Policies: Duty to Disclose; Mobile Video Recorder, 
Filming of offices

	This policy is for internal use only and does not enlarge an employee’s civil liability in any way. The policy should not be construed as creating a higher duty of care, in an evidentiary sense, with respect to third party civil claims against employees. A violation of this policy, if proven, can only form the basis of a complaint by this agency for non-judicial administrative action in accordance with the laws governing employee discipline.

	Applicable Illinois Statutes: 
(50 ILCS 706/10-1) 

HB 3653
HB 3443

	CALEA Standard: 

	Date Implemented:
	Review Date:


I. Purpose:  The purpose of this policy is to direct Officers and supervisors in the proper use and maintenance of Body Worn Video Recorders (BWV) as well as directing how video will be utilized as a quality control mechanism and evidence.

Counties and municipalities must implement the use of body cameras consistent with the following population-based deadlines: 

Population 500,000 or more January 1, 2022 

Population 100,000 or more but under 500,000 January 1, 2023 

Population 50,000 or more but under 100,000 January 1, 2024 

Population under 50,000 January 1, 2025

II. Policy: The policy of this agency is to provide officers with body worn video recording devices in an effort to collect evidence to be used in the prosecution of those who violate the law, for officer evaluation and training, and to provide accurate documentation of law enforcement and citizen interaction. The use of a BWV system provides persuasive documentary evidence and helps defend against civil litigation and allegations of officer misconduct. Officers assigned the use of these devices shall adhere to the operational objectives and protocols outlined herein so as to maximize the effectiveness and utility of the BWV and the integrity of evidence and related video documentation.
III. Definitions: 
A. Law Enforcement-Related Encounters or Activities:   include, but are not limited to, traffic stops, pedestrian stops, arrests, searches, interrogations, investigations, pursuits, crowd control, traffic control, non-community caretaking interactions with an individual while on patrol, or any other instance in which the officer is enforcing the laws of the municipality, county, or State. Law Enforcement-Related Encounter or Activities does not include when the officer is completing paperwork alone or only in the presence of another law enforcement officer.

B. Officer-Worn Body Camera:  means an electronic camera system for create generating, sending, receiving, storing, displaying, and processing audiovisual recordings that may be worn about the person of a law enforcement officer.

IV. Procedure: It is the intent of this policy that all officers who will be using BWV equipment shall be trained on the manner in which the BWV shall be tested, maintained, used and how the recorded events will be properly documented and maintained as evidence in future judicial proceedings. 
A. Cameras must be equipped with pre-event recording, capable of recording at least the 30 seconds prior to camera activation, unless the officer-worn body camera was   purchased and acquired by the law enforcement agency prior to July 1, 2015.

B. Cameras must be capable of recording for a period of 10 hours or more, unless the officer-worn body camera was purchased and acquired by the law enforcement agency prior to July 1, 2015.

C. Cameras must be turned on at all times when the officer is in uniform and is responding to calls form service or engaged in any law enforcement-related encounter or activity, that occurs while the officer is on duty.

D. If exigent circumstances exist which prevent the camera from being turned on, the camera must be turned on as soon as practicable.

E. Officer-worn body cameras may be turned off when the officer is inside of a patrol car which is equipped with a functioning in-car camera; however, the officer must turn on the camera upon exiting the patrol vehicle for law enforcement-related encounters.

F. Officer-worn body cameras may be turned off when the officer is inside a correctional facility which is equipped with a functioning camera system.

G. It shall be the responsibility of each individual officer to test the BWV equipment at the beginning of each tour of duty.  Officers equipped with the BWV will ensure that the batteries are fully charged prior to the beginning of their shift or special event. 
In the event that the equipment is found to be functioning improperly, the officer shall   report the problem immediately to their immediate supervisor so that the information can be documented, and arrangements made for repair.
H. Only agency issued Body Worn Video equipment is authorized.  Officers are not authorized to use personal BWV equipment. 

V. Officers assigned Body Worn Video cameras will wear them at all times while on duty in any type of uniform. BWV will be worn on the front of the officer’s body in the mid to upper torso region. Officers are authorized to utilize during routine law enforcement events overt recording equipment such as BWV recorders when the officer is a party to the conversation. 
A. Officers shall activate body cameras when receiving a call for service and prior to arrival at the scene. 
B. Officers are required to record with audio and video the following incidents: 

a. All calls for service in which citizen contact is made

b. All traffic stops

c. All citizen transports (excluding ride-alongs)

d. All investigatory stops

e. All foot pursuits

f. When arriving at law enforcement events and/or citizen contacts initiated by other Officers
g. Other incidents the officer reasonably believes should be recorded for law enforcement purposes
C. Officers will make every reasonable effort to ensure that the BWV recording equipment is accurately capturing events.  A reasonable effort includes: 

a. Activating the video/audio recording as soon as the officer makes citizen contact or the law enforcement event begins
b. Activating the video/audio when the officer arrives at a street encounter, or citizen contact initiated by another officer 

c. Positioning and adjusting the BWV to record the event
d. If exigent circumstances exist which prevent the camera from being turned on, the camera must be turned on as soon as practicable.

e. Officers shall not erase, alter, modify or tamper with BWV recordings
D. The recording shall continue until the law enforcement event or citizen contact is completed and the the citizen involved departs or until the officer, who is recording the event through a BWV discontinues his or her participation in the law enforcement event or citizen contact by leaving the scene. 
E. Cameras must be turned off when:

a. The victim of a crime requests that the camera be turned off, and unless impractical or impossible, that request is made on the recording;

b. A witness of a crime or a community member who wishes to report a crime requests that the camera be turned off, and unless impractical or impossible that request is made on the recording; or

c. The officer is interacting with a confidential informant used by the law enforcement agency.

d. However, an officer may continue to record or resume recording a victim or a witness, if exigent circumstances exist, or if the officer has reasonable articulable suspicion that a victim or witness, or confidential informant has committed or is in the process of committing a crime. Under these circumstances, and unless impractical or impossible, the officer must indicate on the recording the reason for continuing to record despite the request of the victim or witness.

e. Cameras may be turned off when the officer is engaged in community caretaking functions. However, the camera must be turned on when the officer has reason to believe that the person on whose behalf the officer is performing a community caretaking function has committed or is in the process of committing a crime. If exigent circumstances exist which prevent the camera from being turned on, the camera must be turned on as soon as practicable.

f. The officer must provide notice of recording to any person if the person has a reasonable expectation of privacy and proof of notice must be evident in the recording. If exigent circumstances exist which prevent the officer from providing notice, notice must be provided as soon as practicable.
F. In the event an officer deems it necessary to stop recording, he will make a verbal statement citing his intentions to stop the recording and his reason. Reason for not recording may include but are not limited to: 
a. A victim of a crime, witness of crime, or community member who wishes to report a crime requests that the camera be turned off;

b. The officer is inside of a patrol car equipped with a functioning in-car camera;

c. The officer is interacting with a confidential informant;
d. The officer is engaged in “community caretaking” functions, such as participating in town halls, helping a child find their parents, providing death notifications, and performing well-being checks on the sick or elderly.
e. An officer may continue to record or resume recording a victim or a witness, if exigent circumstances exist, or if the officer has reasonable articulable suspicion that a victim or witness, or confidential informant has committed or is in the process of committing a crime. Under these circumstances, and unless impractical or impossible, the officer must indicate on the recording the reason for continuing to record despite the request of the victim or witness.

G. The recording shall include, but are not limited to:

a. Arrests of any persons

b. Searches of any kind

c. Seizure of any evidence

d. Requests for consent to search

e. Miranda warnings and response from in custody suspect
f. Statements made by citizens and defendants

g. K-9 searches of vehicles

h. Issuance of written violations

H. If an officer assigned BWV equipment, participates in a law enforcement event or citizen contact and becomes aware that the event was not recorded using the BWV equipment, the officer shall immediately notify the dispatcher that the stop was not recorded and should notify the district sergeant as to the reasons why the event was not recorded.  The notification to the sergeant shall be in writing and shall be forwarded through the chain of command to the commanding officer of the division the officer is assigned.

I. When a BWV recording is being entered into the property and evidence storage and management area of the agency the chain of custody log shall include, but need not be limited to
a. Case tracking number 
b. Date recorded
c. Date submitted

d. Officer submitting the media

e. Hold for evidence indication

J. The supervisor of the recording officer may access and review recordings prior to completing incident reports or other documentation, provided that the supervisor discloses that fact in the report or documentation.

K. The recording officer's assigned field training officer may access and review recordings for training purposes. 

L. Any detective or investigator directly involved in the investigation of a matter may access and review recordings which pertain to that investigation but may not have access to delete or alter such recordings.

VI. Issues Related to Privacy: 

A. The BWC should not be activated when the officer is on break or otherwise engaged in personal activities or when the officer is in a location where there is a reasonable expectation of privacy, such as a restroom or locker room.
B.  For safety and confidentiality reasons, encounters with undercover officers or confidential informants should not be recorded.

C. BWC activation is limited to situations involving official police activities authorized by law or court order, including consensual citizen encounters and investigation of law violations. 

D. When entering a residence, there is a heightened degree and expectation of privacy. Officers should inform the resident that he or she is being recorded. If the resident wishes not to be recorded, this request should be documented by recording the request before the device is turned off. However, if an officer enters a dwelling without the consent of the resident, such as when serving a warrant, or when the officer is there based on an exception to the warrant requirement, recordings should be made of the incident until its conclusion. As a general rule, if the officer must legally ask permission to enter a premise, he or she should also inform the resident the event is being recorded. 

E. The purposeful-intentional activation of BWCs during personal conversations between officers and between officers and supervisors involving counseling, guidance sessions, or personnel evaluations is prohibited by this policy unless all parties present agree to be recorded. 

VII. Supervisory Responsibility TAPES or other storage media
A. For the purposes of redaction, labeling, or duplicating recordings, access to camera recordings shall be restricted to only those personnel responsible for those purposes. The recording officer or his or supervisor may not redact, label, duplicate or otherwise alter the recording officer's camera recordings. Except as otherwise provided in this policy, the recording officer and his or her supervisor may access and review recordings prior to completing incident reports or other documentation, provided that the supervisor discloses that fact in the report or documentation.
B. A law enforcement officer shall not have access to or review his or her body-worn camera recordings or the body-worn camera recordings of another officer prior to completing incident reports or other documentation when the officer:

a. Has been involved in or is a witness to an officer-involved shooting, use of deadly force incident, or use of force incidents resulting in great bodily harm;

b. Is ordered to write a report in response to or during the investigation of a misconduct complaint against the officer.

c. If the officer subject to Section VII. B. of this policy prepares a report, any report shall be prepared without viewing body-worn camera recordings, and subject to supervisor's approval, officers may file amendatory reports after viewing body-worn camera recordings. Supplemental reports under this provision shall also contain documentation regarding access to the video footage.

C. The original digital files from body worn video recorders will be downloaded and stored on a designated network server to prevent destruction. Officers will make every reasonable attempt to download video and audio files before the end of each shift. 

D. Recordings made on police body-worn cameras must be retained for 90 days. After 90 days, recordings must be destroyed, unless an encounter has been “flagged” or a supervisor at the law enforcement agency designates the recording for training purposes. 
E. Under no circumstances shall any recording made with an officer-worn body camera except for a non-law enforcement related activity or encounter, be altered, erased, or destroyed prior to the expiration of the 90-day storage period. In the event any recording made with an officer-worn body camera is altered, erased, or destroyed prior to the expiration of the 90-day storage period, the law enforcement agency shall maintain, for a period of one year, a written record including
a. The name of the individual who made such alteration, erasure, or destruction, and

b. The reason for any such alteration, erasure, or destruction.

F. Flagged recordings must be retained for 2 years, unless the recording is used in a criminal, civil, or administrative proceeding and therefore can be destroyed only upon a final disposition and order from the court. Access to recordings is restricted to personnel responsible for redacting, labeling, or duplicating recordings. 
G. An encounter will be “flagged” when: 

a. A complaint has been filed; 
b. The officer discharged his or her firearm or used force; 
c. Death or great bodily harm occurred to any person; 
d. The encounter resulted in a detention or an arrest, excluding minor traffic stops; 
e. The officer is the subject of an internal investigation or otherwise being investigated for possible misconduct; 
f. The supervisor of the officer, prosecutor, defendant, or court determines that the encounter has evidentiary value in a criminal prosecution; 
g. The recording officer requests that the video be flagged for official purposes related to his or her official duties.
H. If a recording is used by the agency for training purposes, the recording shall be maintained as a training record for 5 five years

I. If the recording is referred to the District Attorney for advice or prosecution then the recording shall be held for a minimum of six years or final action.  The recording shall be maintained for the longer period of time.
J. If a recording is used in a disciplinary action against an employee, then the recording shall be held for a minimum of three years from the completion of the disciplinary action.

K. Recordings shall not be used to discipline law enforcement officers unless:

a. a formal or informal complaint of misconduct has been made;

b. a use of force incident has occurred;

c. the encounter on the recording could result in a formal investigation under the Uniform Peace Officers' Disciplinary Act; or

d. as corroboration of other evidence of misconduct.
e. NOTE: Nothing in this section shall be construed to limit or prohibit a law enforcement officer from being subject to an action that does not amount to discipline.

L. Video/audio recordings containing information that may be of value for case prosecution or in any criminal or civil proceeding shall be copied to a DVD or other media and handled as other forms of evidence and a proper chain of custody will be maintained at all times. 
M. This media will be subject to the same restrictions and chain of evidence safeguards as detailed in the agency evidence control procedures. 

N. Media will not be released to another criminal justice agency for trial or other reasons without having a duplicate copy made and returned to safe evidence storage. 

O. All recording media, recorded images and audio recordings are the property of this agency.  Dissemination outside the agency is strictly prohibited without specific authorization of the agency head or designee.  
P. Malicious destruction or deletion of video and audio files is prohibited. 

Q. All digital video and audio files are subject to open records request as allowed by Illinois law. Recordings that are the subject of a denied open records request must be maintained until the dispute between the agency and the person or entity requesting the recordings is resolved.   

R. Tapes shall be subject to review by the Chief/Sheriff or the Commanding Officer of the Uniform Division or their designees.

S. Video shall not be reproduced without the express written authority of the Chief/Sheriff or their designee.

T. At least once every (60) sixty-day period, first line supervisors of the Uniformed Division should review a taped event of each officer in the Uniformed Division.  The supervisor will log this review in the “video review database” (database to be implemented by Data Processing under the officer’s name).  Thus, each officer should have at least one notation of review in any given (60) sixty-day period, commencing with the full implementation of this policy.

U. Supervisors should use these reviews as a quality control measure.  Following such a review, the supervisor will hold a meeting with the officer and provide the officer with either positive reinforcement or constructive criticism with respect to the stop reviewed.  Constructive criticism may relate to officer safety issues, demeanor, policy issues or legal issues related to the stop as well as any other supervisory observation relative to performance.

V. In a case where an event is recorded which involves an arrest or any seizure of evidence or property, the arresting officer shall “Flag” the recording indicating that the event has been recorded.

W. Where there is any indication that the BWV may contain evidence that may be helpful to a suspect’s/defendant’s defense, that recording must be “Flagged” and turned over to the prosecutor assigned to the case in accordance with the “Duty to Disclose” policy of this Office.
X. When an officer makes a videotape or film recording of any transaction covered by this policy and a citation is issued or an arrest is made, the officer shall note on the uniform citation that a videotape has been made of the transaction.
Y. Release of Body Camera footage shall only be released to the general public in compliance with Illinois Law and the Freedom of Information Act. 

VIII. Recording of Juveniles and Release of Materials.
A. Access to a person's juvenile crime records is much more restricted than access to adult crime records. Most juvenile crime records are confidential and access will be denied to the public and media.  Access to juvenile records is usually only granted to certain persons and organizations such as: Local, state and federal law enforcement, Prosecutors, Court officials, Parents, The juvenile's attorney. Recordings that capture criminal activity involving juvenile offenders will not be released to media or the general public. 
B. No recordings of Juveniles captured through the use of the Department’s BWV/MVR will be released to the public or the media; this includes but is not limited to images and voice recordings of Juvenile Victims and Juvenile Witnesses. 
C. School Resource Officers (SRO): Students are protected from release of records by the Family Educational Rights and Privacy Act.  The Family Educational Rights and Privacy Act (FERPA) (20 U.S.C. § 1232g; 34 CFR Part 99) is a Federal law that protects the privacy of student education records. The law applies to all schools that receive funds under an applicable program of the U.S. Department of Education.   SRO’s that capture video and audio recordings of students during educational and extra-curricular school activities are subject to FERPA. 

X. Filming of Officers:
A. It is the policy of this agency to uphold the Constitutional Rights of all persons. This policy includes ensuring the First, Fourth, and Fifth Amendment rights of individuals to document the conduct of members of this Agency through video and audio recording are facilitated. 

B. Members of this agency shall not prohibit the recording of law enforcement activity or take enforcement action under circumstances where the person making the recording has legal presence in the area where they are standing.
C. Recording law enforcement action from an area where the subject is lawfully present does not constitute an offense.
D. Officers shall not take enforcement action by way of intimidation or coercion to end the recording; by obstructing the ability to record from an area of lawful presence; or by discouraging the person from continuing the recording.
E. Every person has a First Amendment right to observe and record law enforcement officers in the discharge of their public duties.
F. Recording law enforcement officers engaged in public duties is a form of speech through which private individuals may gather and disseminate information of public concern, including the conduct of law enforcement officers.
G. Members of this agency should be aware that the First Amendment gives no heightened protection to members of the press, thus, members of the public have the same rights to recording as would a member of the press.  
H. An officer may take reasonable action to maintain safety and control, secure crime scenes and accident sites, protect the integrity and confidentiality of investigations, and protect the public safety and order. When an officer is considering taking enforcement action such as an arrest or the seizure of a recording device, the officer shall call a supervisor for direction.  
I. Officers are prohibited from searching the contents of a cellular phone or recording device without a warrant, without consent from the party who has standing or an expectation of privacy over the recording device or unless exigent circumstances exits.

J. Officers are prohibited from deleting any recordings or images on cellular and or recording device. 
K. Officers who violate this policy are subject to potential criminal penalties, as well as any departmental discipline, which may result from unlawful confiscation or destruction of the recording medium of a person who is not a law enforcement officer.
XI. Reporting:
A. The Police Chief or Sheriff must provide an annual report to the Illinois Law Enforcement Training Standards Board by May 1 of each year. The report shall include: 
a. a brief overview of the makeup of the agency, including the number of officers utilizing officer-worn body cameras;

b. the number of officer-worn body cameras utilized by the law enforcement agency;

c. any technical issues with the equipment and how those issues were remedied;

d. a brief description of the review process used by supervisors within the law enforcement agency; for each recording used in prosecutions of conservation, criminal, or traffic offenses or municipal ordinance violations: 

i. the time, date, location, and precinct of the incident; 

ii. the offense charged and the date charges were. 
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