
Challenge
Global fortune 50 company required immediate implementation

of a global Information and Cyber Security Policy Framework to avoid

regulatory scrutiny and potential fines/penalties with various data

privacy and protection legislation, including GDPR.

The Framework not only allowed the organization to demonstrate

compliance with data privacy and other regulatory requirements,

avoiding potential regulatory fines and penalties, but it also

established a Governance program allowing for the successful

enforcement of all policy and standard requirements globally, which

significantly lowered the inherent risk exposure of the Enterprise.

Leveraged extensive subject matter expertise and resources to

strategically plan, implement, and sustain a global Information and

Cyber Security Policy Framework in accordance with regulatory

expectations, industry best practice, and standards.  Started by

collaborating with global executive and senior management to

implement 22 separate information and cyber security policies and

standards in accordance with ISO and NIST standards.

Solution

Results

Vaco Success Story

We have a proven approach to create secure, high-performing

and sustainable solutions across technology, integrated risk

management and business processes, even with the most “at

risk” projects or conditions.


