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DefendX Software Control-Audit™

for Windows®
Installation Guide

Version 5.1

This guide provides a short introduction to installation and initial configuration of DefendX Software Control-Audit™
for Windows® Edition, from an administrator’s perspective. Upon completion of the steps within this document,
DefendX Software Control-Audit for Windows Edition will be installed within your enterprise community.
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Introduction

Thank you for your interest in DefendX Software Control-Audit™ for Windows® Edition. DefendX
Software Control-Audit monitors file and directory operations for users.

DefendX Software Control-Audit for Windows Edition can be used to monitor Windows and
clusters or any combination of these systems. DefendX Software Control-Audit imposes no
restrictions on how you organize or manage your storage. You can monitor file operations on
individual paths, directories, and/or shares.

To install DefendX Software Control-Audit, a login with administrator rights is needed. You will
be installing two different services: the DefendX Software Smart Policy Manager™ service and
the DefendX Software Control-Audit service.

The DefendX Software Smart Policy Manager service should be installed with a domain user
account as its service account. The DefendX Software Control-Audit service requires a domain
user account with local administrative rights on Windows.

Your hardware should be appropriate for the services running on each machine.
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Requirements

DefendX Software Control-Audit for Windows Edition Server
Requirements

DefendX Software Control-Audit for Windows is installed on a server in your environment. The
hardware must be suitable for our software operation, and our requirements are the minimum
necessary. If your server is also hosting antivirus or other programs, your environment’s
requirements may be greater than those in the following list:

e 1GHzCPU

e Windows Server 2008 or Later

e 1GBRAM

e 150 MB free disk space

e Network interface card

e Internet Explorer version 6 or Later or Firefox version 2.x or Later
e [ISversion6or7

e Microsoft SQL Server 2005 or Later

NOTE: SP3 is recommended to be used if MS SQL server 2005 is the database server.

e SQL Server Reporting Services 2005 or later
e Microsoft .NET Framework 2.0
e ASP.NET AJAX 1.0

e Microsoft Report Viewer 2005 SP1 (installed along with the Report Pack)
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o NOTES:
o The Remote Connection to the SQL Server should be enabled.

o The SQL Server user should have db_datareader and execute permissions on the Control-
Audit database.

o The Reporting Service on the database server must grant access to the currently logged
Windows user while installing the application.

o Different versions must be used depending on the version of Windows you are using:

a. a. If you have a 32-bit edition of Windows, then you need to install Control-Audit
x86 edition.

b. b. If you have a 64-bit edition of Windows, then you need to install Control-Audit
x64 edition.

c. c. If you have an Itanium-based system, then you need to install Control-Audit
Itanium edition.

Before You Begin

Before running DefendX Software Control-Audit for Windows Edition installer, make sure you
have the following ready for a smooth installation:

1. The Microsoft SQL Server user name and password for authentication.
2. Access to server.

3. The license key you were given when you purchased the Control-Audit product.
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Installation

Prior to installing DefendX Software Control-Audit for Windows, DefendX Software
recommends verifying that the installation server meets the requirements listed in the
Requirements section of this document.

Installing DefendX Software Smart Policy Manager

1. Logon to your server using an account with administrator privileges.

2. Run the DefendX Software Control-Audit installer. If DefendX Software Smart Policy Manager
is not installed, the following installer will launch automatically. If DefendX Software Smart
Policy Manager is installed, you can skip to the section on Installing DefendX Software
Control-Audit for Windows Edition.

ﬂ

9P MTP Software Smart Policy Manager is not installed on your system. You need it to run this application.
q) If you do not install Smart Policy Manager the setup will exit.
Do you want to install Smart Policy Manager at this time?

3. The DefendX Software Smart Policy Manager Installation Wizard opens. Click Next to begin
the installation.

MTP Software Smart Policy Manager Setup Wizard 5[

Welcome to the NTP Software Installation
Wizard for Smart Policy Manager

The Installation wizard will install Smart Palicy Manager on
your computer. Click nest to continue.

%ﬂﬂ!@

¢ Bach

Cancel |
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4. In the License Agreement dialog box, read the end-user license agreement. If you agree to
the terms, click | accept the terms of the license agreement and then click Next. If you do
not accept the terms, click Cancel to exit the installation.

NTP Software Smark Policy Manager Setup Yizard ﬂ

License Agreement

Please read the following license agreement carefully. T ®

OREAare
MTP Software Smart Policy tanager(T ] End-Uszer Licensze ﬂ
By uzing or copying the accompanying software you are indicating vour acceptance of the

temms of this licenze. [F pou do not agree ta the terms of this icense, pleaze return the
product UNOPEMED to vowr place of purchaze far a full refund.

GRAMT OF LICENSE. HTPF Software grants you the right to use Smart Policy Manager
["PRODUCT") on one computer, solely for your o your company's own intermnal uze. [n
addition ko the specified quantity of copies, pou may make one [1] additional copy as a
backup ta the anginal. Howewver, you may not cause the software to execute or be loaded
it the active memory of more cormputers than the above-specified quantity at any one

time. |n addition the PRODUCT iz licenzed zalely for the management of local storage LI

' || accept the terms of the license agreement

£~ | do not accept the terms of the licenze agreement

| metallShield

¢ Back | MHest > I Cancel |

5. In the Choose Destination Location dialog box, click Browse to choose the location
where you want to install DefendX Software Smart Policy Manager and then click Next.

MTP Software Smart Policy Manager Setup Wizard |

Choose Destination Location

Select folder where setup will install files. T ®
oKL AVe

Setup will inztall MTP Sofbware Smart Policy Manager in the following folder.

Tainstall ta thiz folder, click Mest. To inzstall to a different folder, click Browse and select
anather folder.

C:4Program FileshSmart Policy M anager Browse... |

| mstallShield

" Destination Folder
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6. In the Select Features dialog box, select the components you want to install and then click
Next.

MTP Software Smart Policy Manager Setup Wizard ﬂ

Select Features _I_
Select the features setup will ingtall )
g Eﬂggﬁu&ﬂf@

Select the features pou want to install, and deselect the features pou do not want b install

— Description

2 Smart Palicy Manager Admin Selecting this option will inztall
all of the components reguired
for the Smart Palicy M anager
service. The service
inztallation will autornatically
inztall the client compornents.

4.48 MB of zpace required on the C dive
39249 46 MB of zpace available on the C diive
| matallShield

¢ Back | Memt » I Cancel |

7. In the Service Account dialog box, when prompted for a Windows domain user account to
run the DefendX Software Smart Policy Manager service, enter the username and password
for a domain user account with administrative rights on the local machine. Click Next.

MTP Software Smart Policy Manager Setup Wizard |

Service Account: _I_
gn ,;g ware”®

E nter the zemvice account the Smart Policy M anager service i o run under.

Service  |Administratar
Password, | seesssessssss
Corfim | seessssessess
| mztallshield
cBack [ Mew> | Concel
W DEFENDX Copyright © 2020 DefendX Software

’ Software 8



8.

0.

b A

4

In the Smart Policy Manager Database Location dialog box, enter the directory name where
you want to install the DefendX Software Smart Policy Manager database or just accept the
default location. Click Next.

MNTP Software Smart Policy Manager Setup Wizard x|

Smart Policy Manager Database Location _I_
gﬂﬁw&ﬂfﬁ

To ingtall to this folder, click Mext. To install bo a difterent folder, click Browse and select
another folder.

Setup will install the Smart Policy Manager databaze in the following folder.

C:\Program FileghSmart Policy Managertdata store Browse. . |

| mstallShield

" D estination Folder

In the Setup Type dialog box, select the DefendX Software Smart Policy Manager installation
type for your environment. If installing to a new environment with no prior DefendX Software
Smart Policy Manager installations, click Next. If installing in an environment in which
DefendX Software Smart Policy Manager is already running, choose Adding to an enterprise
installation and click Next.

NTP Software Smart Policy Manager Setup Wizard ll

Setup Type _I_
Select the setup type that best suits pour needs. i
Pr ¥ %ﬁﬁwa#f“

Chooze the bype of Smart Policy M anager installation you are doing.

' First time inctallation in the enterprize

™ &dding to an enterprise installation

[rrtallShield
< Back | Mest » I Cancel
DEFENDX Copyright © 2020 DefendX Software
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10. In the Smart Policy Manager Initial Setup Parameters dialog box, provide DefendX Software
Smart Policy Manager with a name for your organization and a location name for this DefendX
Software Smart Policy Manager instance, or accept the default settings. Click Next.

MTP Software Smart Policy Manager Setup Wizard ﬂ

Smart Policy Manager Initial 5etup Parameters _I_
Eﬂﬁmapfﬁ

E nter the initial organization and location names.

Drganizatior: |My [Organizatian
Location: IM_I.J Site
| matallShield

¢ Back | Memt » I Cancel

11. In the Start Copying Files dialog box, review your configuration information. Click Back
to make any changes; otherwise, click Next to begin copying the files.

x

Start Copying Files

Review settings before copying files. T ®
? P gﬂggwﬂpf

Setup has enough information to stark copying the program files. [ pou want bo resview o

change any settings, click Back. 1f you are satisfied with the settings, click Mest to begin
capying files.

Current Settings:

Destination Path:
C:4%Pragram Filez\Smart Palicy M anager

Smart Policy Manager databaze directon:
C:“Program FileshSmart Policy Manageridata store

Components ta install |
Smart Policy Manager Service
Smart Policy Manager Administration T ool

i o

|metallShield
< Back | Mest > I Cancel |
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12. If you do not want to view the DefendX Software Smart Policy Manager readme file, clear the
Yes, | want to view the readme file checkbox. When you click Finish, the DefendX Software
Control-Audit for Windows Installer opens.

NTP Software Smark Policy Manager Setup Yizard

NTP Software Installation Wizard for Smart Policy
Manager Complete

The Installation wizard has successfully installed Smart Policy
Manager. Click Finish to exit the wizard.

[T ies, | want ta view the readme fils

are®
¢ Back | Finizh I Eancel
D EFEN DX Copyright © 2020 DefendX Software
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Installing DefendX Software Control-Audit for Windows

Ed

ition

1. When the DefendX Software Control-Audit for Windows Installation Wizard opens,
click Next to begin the installation.

MNTP Software File Auditor Setup E

Welcome to the NTP Software Installation
Wizard for HTP Software File Auditor

The Inztallation “Wizard will inztall NTF Software File
Auditor on pour computer. Click nest to continue.

< Back

Cancel |

b A

4
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2. In the License Agreement dialog box, read the end-user license agreement. If you
agree to the terms, click I accept the terms of the license agreement and then click
Next. If you do not accept the terms, click Cancel to exit the installation.

MTP Software File Auditor Setup |
License Agreement
Pleaze read the following licenze agreement carefully. T ®
ORERAVE
MTP Software File AuditorTh] Baze and Terabyte Licenze Sgreement ﬂ

IMPORTAMT. PLEASE READ CAREFULLY. By using or copying the accompanying
zoftware you are indicating vour acceptance of the terms of this license and agree to be
bound by it. IF¥0U DO MOT AGREE TO THE TERMS OF THIS LICEMSE, ¥0U MUST
MOT INSTALL OR USE THE PRODUCT. You may return the product UMJSED bo pour
place of purchaze far a refund of your license fee.

GRAMNT OF LICEMSE. HTF Software[R] grants you the right to use MTP Saoftware File
Auditor Tk, [Mthe PRODUCT"] an the number of computers anddar virtual machines for
which you have paid a licenze fee, provided the uze i solely for your personal or pour
company’s owh internal uze. Furthermore, you may only uge the PRODUCT to manage thELI

% | accept the terms of the license agreement

™ | do not accept the terms of the licenze agreement

| matallShield

¢ Back | Mest » I Cancel

3. In the Choose Destination Location dialog box, choose the location where you want
to install DefendX Software Control-Audit and then click Next.

MTP Software File Auditor Setup |

Choose Destination Location

Select folder where setup will install files. T ®
oKL AVe

Setup will nztall MTP Sofbware File Auditor in the following folder.

Toinstall to thiz folder, click Mest. To install to a different folder, click Browse and select
anather folder.

C:h AN TPSoftwareh M TR Saoftware File Auditor Browsze... |

| mstallShield

" Destination Folder

< Back

Cancel |
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4. In the Select Features dialog box, select the components to be installed on the local
machine. The Admin component allows administration of the DefendX Software
Control-Audit service.

MTP Software File Auditor Setup |

Select Features
Select the features setup will ingtall T ®
OREHAVE

Select the features pou want to install, and deselect the features pou do not want b install

— Description

Selecting this option will inztall
all of the components reguired
to run the NTP Software File
Auditor adminigtrative client. [f
you choose not to inztall these
components you may still install
the MTP Software File Auditor
zervice, but you will not be
able to configure it from this
machirne.

739 MEB of zpace required an the C drive
1337 72 MB of zpace available on the C drive
| matallShield

¢ Back | Mest » I Cancel |

5. Inthe DefendX Software Control-Audit dialog box, provide your SQL Server name and
your database name.

MTP Software File Auditor Setup |
HNTP Software File Auditor

Database [nformation T ®
oREware

Fleaze specify the SOL zerver name and database name.

Server IMyServer

Database |I'-.-1_I,IDataI:ua$el

[metallShield
< Back | Mest > I Cancel
DEFENDX Copyright © 2020 DefendX Software

® 14



In the DefendX Software Control-Audit dialog box, check the Create database and
tables option if you want Control-Audit to create them for you, then specify the

security setting to be used to connect to the SQL Sever for database and tables
creation.

MTP Software File Auditor Setup |
MTP Software File Auditor

Databaze Authentication Information T ®
ORERAVE

Pleaze specity the zecurnty zettings for connecting to zgl zerver to create the database and
tables.

[v iCreate databaze and tables

{* Integrated Security
" SOL Securiy

[lzer Hame |

Fazsword |

[Camfirmm |

¢ Back | Mest » I Cancel |

In the User Information dialog box, provide your company name and the serial
number for DefendX Software Control-Audit. Click Next.

MTP Software File Auditor Setup |
Uszer Information

Enter wour registration infarmation. T =
yoHres ,@ﬂ [E: wave

Please enter the name of the company for whom you work, and select whether pou want
ta install an evaluation version or the productian version.

LCompany M ame: MyCompany

™ Install Evaluation Yersion

% Inztall Praduction Yersion

File Auditor Senal Mumber: SERIAL MUMEER]

|metall5hield

< Back | Mest > I Cancel
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8. Inthe Account Type dialog box, specify the account type to be used. Click Next.

MTP Software File Auditor Setup |
Account Type

Fleaze specify the twpe of account to use. T &
oktware”

The File Auditar gervice can run az a specified account or the built-in zysterm account.

{* Specify an account to use.

" Use the built-in system acoount. The following features are disabled:
- The ability to specify UMC pathz in policies.
- fictive Directo/LDAP email addrezs lookups.
- Uzer account lookupz across muliple domainz.

[mztallEthield

¢ Back

Cancel |

9. Inthe Service Account dialog box, when specifying an account, enter a username with
local administrative privileges. This account will be used to log on to and monitor file
operations. Click Next.

MTP Software File Auditor Setup |
Service Account _I_
En [g wave”
Enter the Service account MTP Software File Auditor iz to run under.
Semvice Iﬂxdministratur
Blsananal Ixxxxxxxxxxxxx
Canii Ixxxxxxxxxxxx:1
| mstallShield
< Back | Mest > I Cancel
DEFENDX Copyright © 2020 DefendX Software
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10. In the Select Program Folder dialog box, select the program folder to host the
DefendX Software Control-Audit for Windows startup group. Click Next.

MTP Software File Auditor Setup |

Select Program Folder

Pleaze select a program folder. T B
s Eﬂﬁma#f“

Setup will add program iconz ko the Program Folder listed below. “r'ou may tpe a new folder
name, or zelect one from the existing folders list. Click Mest to continue.

Program Faolder:

E izting Folders:

Accessories
Adriniztrative Tools
Microgoft SOL Server 2005

ware File Auditor
MTP Software File Reporter
MTP Software File Reporter Reports Pack
MTP Software ODDM
MTP Software QFS for MAS
MTP Saoftware Storage lnvestigator LI

| matallShield

¢ Back | Mest » I Cancel |

11. In the Start Copying Files dialog box, review your components. Click Back to make any
changes; otherwise, click Next to begin copying the files.

MNTP Software File Auditor Setup Ed

Start Copying Files

Review settings befare copying files. T =
? i Enﬁwa#f“

Setup haz enough information to ztart copying the program files. [F you want bo reviess o

change any zettingz, click Back. [f pou are zatighied with the zettingz, click Nest to begin
copying files.

Current Settings:

Destination Path] -
C:%Pragram Files\MNTPSaftwarehM TP Safbware File Auditar

Components to inztall:
File Auditar Service
File Auditor Administration T ool

Start Menu Falder:
MTP Software File Auditor

g o

|mgtallShield

< Back | Hext > I Cancel |
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12. If you do not want to view the DefendX Software Control-Audit for Windows readme
file, clear the Yes, | want to view the readme file checkbox. Then click Finish.

MTP Software File Auditor Setup |

MTP Software Installation Wizard for NTP Software
File Auditor Complete

The Installation Wizard has successfully installed HTP
Software File Auditar. Click Finish to exit the wizard.

[ es, | want ta view the readme file

are
¢ Bachk | Finizh I Cancel
DEFEN DX Copyright © 2020 DefendX Software
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Installing DefendX Software Control-Audit Reports

1. When the DefendX Software Control-Audit Reports Wizard opens, click Next to begin
the installation.

NOTE: The user installing the Control-Audit Reports must be assigned the Content Management
role. To assign a user the Content Management role, perform the following steps:

a. Open the SQL Server Reporting Services URL on the host machine example:
[http:// [SQLReportingHostMachine]/Reports].

b. Navigate to the Properties tab.
c. Navigate to the Security tab.

d. Create a new Role by clicking New Role Assignment or edit an already existing
Group or User.

NTP Software File Auditor Reports™ Setup E

Welcome to the Install5Shield Wizard for NTP
Software File Auditor Reportsl

The InstallShield® Wizard will install MTP Software File
Auditor Beportzl on your computer. To continue, click
Mext.

%aﬂeﬁ

¢ Back Cancel
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2. In the License Agreement dialog box, read the end-user license agreement. If you
agree to the terms, click I accept the terms of the license agreement and then click
Next. If you do not accept the terms, click Cancel to exit the installation.

NTP Software File Auditor Reports™ Setup [ X|

License Agreement ’
Fleaze read the following licenze agreement carefully. T 5
ofEware

End Uszer License -
By uzing or copying the accompatying goftware pou are indicating pour acceptance of the
termz of thiz licenze. [f you do not agree to the terms of thiz license, pleaze retum the

product UIMOPENED ta your place of purchase far a full refund.

GRAMNT OF LICEMSE. MTFP Software grantz you the right to uze MTP Software File

Auditarl Reports [Ithe PRODUCTI) on the number of computers for which pou have paid a
license fee, provided the use iz zolely for pour perzonal ar your comparny’s owe internal

Lze,

“i'ou may nob cauze the software to execute o be loaded into the active memony of more
computers than the above-zpecified quantity at ary time. Furthermaore, the PRODUCT iz
lizenzed zalely far the management of local storage devices and iz not icensed for cluster LI

& | accept the terms of the license agreement

| do not accept the terms of the license agreement

InstallShield

< Back | Mext » I Cancel
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3. In the Customer Information dialog box, provide your user name and the company
name. Click Next.

NTP Software File Auditor Reports™ Setup [ X|
Customer Information ’
Flease enter pour information. T 5
oitware

Fleaze enter your name and the name of the company for which you work,

Uszer Hame:

|U$er M arme:

Comparw Mame:

|Eompan_l,l Mamed]

InstallShield

¢ Back | Mest = I Cancel |

4. In the Choose Destination Location dialog box, choose the location where you want
to install DefendX Software Control-Audit Reports and then click Next.

NTP Software File Auditor Reports™ Setup Ei
Choose Destination Location ’
Select folder where setup will install files. T ,
oRtware

Setup will install NTF Software File Auditor Repartzl in the follawing folder.

Toingtall ba this folder, click Mext, Toinstall to a different folder, click Erowse and select
anather folder.

C:Pragram FileghMTPS oftwarehFile Auditor Reports Brawse... |

IrstallShield

" Desgtination Folder

¢ Back

Cancel |
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5. In the Choose Application Virtual Directory dialog box, specify the URL of the
reporting service and the destination folder. Click Next.

NTP Software File Auditor Reports™ Setup
Choose the application's wirtual directory " .I.
%oﬁmaﬂ’

Fleaze specify the wil of the reporting service and the destination folder.
Mate: The windows logged in uzer haz to have the System Administrator and Content Manager
Rales over the Reporting Server.

Ul Ihttp:fflocalhostfﬁepultServel

Falder |NTF' Software File Auditor Feports]

|mztallShield

< Back | Hewt » I Cancel |

6. Inthe Choose Virtual Directory Name dialog box, specify the web application virtual
directory. Click Next.

NTP Software File Auditor Reports™ Setup Ei
Choosze the virtual directory’s name 1 T
@oﬁwaﬂz’

Flease specify the virtual directory of the web application that will be uzed to display the
reports,

Directory | FilefuditarRepartyiswed

IrstallShield

¢ Back | Hent » I Cancel
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7. In the DefendX Software Control-Audit dialog box, specify the SQL Server name and
the database name hosted on the SQL Server. Click Next.

MTP Software File Auditor Reports™ - InstallShield Wizard ﬂ

HTF Software File Auditor ’ T
%oﬁwa#e’

Pleaze specify the SEL database server name and databaze name.

Server I[Iocal]

Database |Fileduditod

IkstallEhield

< Back | Mest » I Cancel |

8. Inthe Choose Your Connection Information dialog box, specify the security setting to
connect to the SQL Server database. Click Next.

NOTES:

o Control-Audit has a default user "Control-AuditReportingUser" and “Control-
AuditReportingUser” as a password that you can use or change.

o If the SQL Security setting was selected, the user should have at least the
db_datareader, db_datawriter, and execute permissions.

o If the Integrated Security setting was selected, the Control-Audit Reports data
source will use the logged-in Windows user account to access the Database. The
Windows user account must be given read access to the Control-Audit Database,
or that user account must be added to a group that has read access to the Control-
Audit Database.

o To change the Control-Audit Reports data source, perform the following steps:

1. Open SQL Server Reporting Services Manager URL on the host machine [http://
[SQLReportingHostMachine] /Reports].

2. Open the DefendX Software Control-Audit Reports folder, or the reports folder
specified in the installation.

DEFENDX Copyright © 2020 DefendX Software
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https://webmail.ntp.com/owa/UrlBlockedError.aspx

9.

3. Open DFXPOps.
4. Select the needed reports data source.

o The network users who run the reports must be assigned to the browser role for

Service reports. To give a user or group access to the reports, perform the
following steps:

1. Open the SQL Server Reporting Services Manager URL on the host machine

[http://[SQLReportingHostMachine]/Reports].

2. Open the DefendX Software Control-Audit Reports folder, or the reports folder

specified in the installation.

3. Open the Properties tab at the top, then select Security tab on the left.
4. Click on New Role Assignment.

5. Write the user or group name, select the Browser role, and then click OK.

NTP Software File Auditor Reports™ Setup [ X|
Chooze your connection information 1 T
%aﬁwaﬂe’

Pleaze specify the security zettings for connecting to zql senver.

¢ S0L Security

User Name  [FARepartinglser

Password [

Confirmn I xxxxxxxxxxxxxx

< Back | Mest » I Cancel

If the Please upgrade to SP3 dialog box is displayed, click OK.

DEFENDX Copyright © 2020 DefendX Software
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https://webmail.ntp.com/owa/UrlBlockedError.aspx

b A

4

10. In the Select Program Folder dialog box, select the program folder to host the

DefendX Software Control-Audit Reports startup group. Click Next.
Select Program Folder ’
Fleaze select a program folder. T 5
ohtware

Setup will add program icong to the Program Folder ligted below, “v'ou may type a new folder
name, or select one from the existing folders list. Click Mest to continue.

Program Folder:
NTP Software File Auditad

Exizting Folders:

o

Administrative Tools
ticrosoft SLL Server 2005

MTP Software File duditor

MTP Software File Reporter

MTF Software File Reparter Reports Pack

MTP Software ODDM

MTP Software QFS for HAS

MTP Software Starage |nvestigator LI

InstallShield

¢ Back | Mest = I Cancel |

11. In the Ready to Install the Program dialog box, click Back to make any changes;

otherwise, click Install to begin copying the files.
NTP Software File Auditor Reports™ Setup | x|

Ready to Install the Program 5
The wizard iz ready to begin installation. T 5
ostware

Click Inztall to begin the inztallation.

If pow vaant to reviess or change any of wour inztallation settings, click Back. Click Cancel bo exit
the wizard.

|mstallShield

< Back Cancel

DEFENDX Copyright © 2020 DefendX Software
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12. You have successfully installed the DefendX Software Control-Audit Reports. Click

Finish.
InstallShield wWizard Complete
The InstallShield Wizard has successfully installed N TP
Software File Auditor Reportsl. Click Finish to exit the wizard,
%aw@
¢ Back T Finish Canzel
D EFEN DX Copyright © 2020 DefendX Software
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About DefendX Software

DefendX Software helps organizations secure their critical business files and maximize the value
of their enterprise file storage resources. From comprehensive intelligence, modeling, costing
and chargeback to seamless file movement, protection and archiving, DefendX provides
industry-leading capabilities to eliminate waste and align the value of files with the storage
resources they consume. With DefendX, important file locations and the users who access them
can be monitored to provide governance, protect against theft and enforce compliance policies.
For more than 20 years, DefendX Software has been helping public and private sector
customers around the world save money and eliminate risk every day.

DefendX Software Professional Services

DefendX Software’s Professional Services offers consulting, training, and design services to help
customers with their storage management challenges. We have helped hundreds of customers
to implement cost-effective solutions for managing their storage environments. Our services
range from a simple assessment to in-depth financial analyses.

For further assistance in creating the most cost-effective Storage Management Infrastructure,
please contact your DefendX Software Representative at 800-390-6937.
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Legal & Contact Information

The information contained in this document is believed to be accurate as of the date of
publication. Because DefendX Software must constantly respond to changing market
conditions, what is here should not be interpreted as a commitment on the part of DefendX
Software, and DefendX Software cannot guarantee the accuracy of any information
presented after the date of publication.

This user manual is for informational purposes only. DEFENDX SOFTWARE MAKES NO
WARRANTIES, EXPRESS OR IMPLIED, IN THIS DOCUMENT.

DefendX Software and other marks are either registered trademarks or trademarks of
DefendX Software in the United States and/or other countries. Other product and company
names mentioned herein may be the trademarks of their respective owners.

DefendX Software products and technologies described in this document may be protected
by United States and/or international patents.

DefendX Software
119 Drum Hill Road, #383
Chelmsford MA 01824
Phone: 1-800-390-6937
E-mail: info@DefendX.com
Web Site: http://www.DefendX.com
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