
Q U E S T I O N S  T O  C O N S I D E R  W H E N  
B U I L D I N G  Y O U R  B Y O D  P O L I C Y

C O M P A N Y  P O L I C Y

9

1 What is your company policy on accessing the 

network from a personal device?

I M P O R T A N C E3

P R E V E N T A T I V E

4

What is the employee's personal liability associated 

with the use of a personal device on the network? 

R E S T R I C T I O N S

5

Do you want to impose hardware and software 

restrictions inside and/or outside the office?

E X P E C T A T I O N S

6

Have you created and communicated your 

Acceptable Use Policy pertaining to the use of 

personal devices on the network?

R A M I F I C A T I O N S7 What are the ramifications of a lost or stolen device 

that contains company or customer information?

E X T R A  S E C U R I T Y  

8

Do you want to implement extra security on 

company data like email and calendars?

S U P P O R T9 If you allow personal devices, which devices do 

you want to support?

S E C U R I T Y2 Do all employees (and devices) need the same 

security level and restrictions?

Which data is critical and must be protected?

Need help building a BYOD policy? Let us help you put a policy 

in place to protect your data.

(208) 345-0054  l  info@microtechboise.com

https://microtechboise.com/contact-us/

