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Quarantine Management - Best Practices

SecurityGateway'’s flexible quarantine configuration options can be
configured to hold quarantined messages on the server, or to allow the mail
server or client to filter quarantined messages. When quarantined messages
are held on the server, administrators can grant users access to manage their
own quarantines.

There are two ways users can manage their quarantines - via the quarantine SecurityGateway for Email Servers Qua...
summary email that is sent out periodically, or via the SecurityGateway i soan for Emall Servers ok com>
date:  02/14/2019 11:00 AM

to; Frank Thomas <fiank thamas@brad ssllock corm>

YYour personal Spam Quarantine Report i

This email contains alist of messages which have been quarantined by SscurityGateway for Email Servers

Via the Quarantine Summary Email

To move an email to your Inbiox and add the senderto your whitelist, click the "Always Allow link.
To delete the emmil click the"Confirm s Spar” lin

To delete the email and add the sender to your blackiist, click the "BIackist' link

To delete all ofthe emails inyour uarantine, click the " Delete All Messages link atthe botiom ofthis report

interface. This guide provides instructions for both methods.

The SecurityGateway administrator can configure how often users receive

This reporthas been generated for the following email address: "Frank Thomas® frank thomas@rad. ssilock com (0in)

an email listing the contents of their quarantine folder. For each quarantined T oo messae) ey
message, users can release the messasge for delivery, always allow email [ E - N N -

i mabers@technaogyistory £ TR ‘Spar | Blacklist]

from the sender, or blacklist the sender. Each option is explained below. DIS0213 o csmanshigmatooosa  Findewbitonine (Relase] s Al St

L —— Come i us Saphas Userorupt ol s s st
WIS o oy gunstacom Getmore infol (e v s con
1. Release - Click on Release to release the message from the quarantine Figure 1-1
& deliver it to your Inbox. [Figure 1-1]
(@ SecurityGateway Quarantine Summary - MDaernon Webmil - Internet Explorer - o x
2. Always Allow - If you do not want to block messages from this sender, & g o
. . S ityGat Q tine S (e
you can select Always Allow to add the sender to your whitelist. e
When this option is selected, messages from the sender will never be ¥ e 5;‘;53&@%“522":&*‘”"””@”“"““’”
quarantlned- [Figure 1'1] Your personal Spam Quarantine Report A

~ To move an email to your Inbo, ciick the "Release” ink.

3. Blacklist - This option adds the sender to your blacklist. All messages e oo g 0 et o s cck e Ay Al ik
* To delete the email and add the sender to your blacklist, click the "Blacklist” link.

from blacklisted senders will be blocked. Use this feature with caution. s et v

rihe following email address com (login)

'You have 13 message(s) in quarantine folder.
SecurityGateway is able to more accurately detect spam if you teach it —— —
. . 2010117 aiintub@ centralom.com Check out these exclusive walk-in tub deals [Release | Always Allow |
what is and is not spam through the use of the “Spam” and “Not Spam” | Z5. =
00:37 . Disney Store Gift Blacklist]
buttons. This must be done when |ogged into the SecurityGateway 2018819 pojay fowers.@ car-donallons-oiine.com  $19.99 Gifsfor Everyone on Your List T
. . . . . 28G9 holiday omament shop@auickposters.com  Omaments for Everyone on Your List [Raeas;\am%]mw\
user interface. In addition, if a legitimate address ends up being Y. L ey

[Release | Aways Allow| |
Blacklst|

2018819 conctmas i amercag ki postrs.com  Leam Our istay i ghing away 1 atestDVD

blacklisted by mistake, messages from that address will be rejected. If
this happens, you will need to ask the sender to resend the message.

Figure 1-2

[Figure 1-1]
4. Click on Delete All Messages to permanently remove all messages
from your personal quarantine. [Figure 1-2]

5. When you click on View List of All quarantined messages, you will be
taken to your quarantine within the SecurityGateway interface. [Figure 1-2]

6. Click on Manage Preferences to modify your quarantine preferences.
[Figure 1-2]

7. Use the Login link at the top to log into SecurityGateway.
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Via the SecurityGateway Interface

In addition to managing their quarantines from the Quarantine Summary
email, users who have been granted permissions to manage their

own quarantines can view their quarantined messages directly in
SecurityGateway.

Before users can access their quarantines in SecurityGateway, the
administrator will need to grant them permission to manage their
quarantines, as outlined in the following steps:

1. Click on the Setup / Users tab.

2. Click on Quarantine Configuration under the Mail Configuration
section. [Figure 2-1]

3. Check the box Allow users to view & manage their own quarantine
folders.

4. Click on Save.

Users can access their quarantines via the View My Quarantine link on
the left-hand side of the SecurityGateway dashboard. The options across
the top of the quarantine allow users to refresh the message list, search for
messages based on specific criteria, view a message, release a message
for delivery, delete the message, mark the message as spam or non-spam,
or whitelist or blacklist the sender or sender’s domain. These options are
explained in more detail below.

1. Click on Refresh to refresh the list of messages in your quarantine.
[Figure 2-2]

2. Use the Search button to search the contents of the quarantine based
on specific criteria. You can search for a message based on whether
it was inbound or outbound, the contents of the From, Subject or
Recipient header, the date the message was received, and the reason
the message was quarantined. [Figure 2-3]

3. Clicking on View displays the message in a separate window where you
can view the message transcript, the actual message, or the message
source. These options are useful for troubleshooting purposes.

[Figure 2-2]

4. Click on Release to release the message from the quarantine and

deliver it to its intended recipient. [Figure 2-2]

5. Click on Delete to delete the message from your quarantine.
[Figure 2-2]

6. For quarantined messages that are determined to be spam, click on the
Thumbs-Down icon to mark the message as spam. [Figure 2-2]

7. For false-positives (legitimate, non-spam messages that are marked
as spam) click on the Thumbs-Up icon to mark the message as non-
spam. [Figure 2-2]

Note: Using the thumbs-up and thumbs-down icons helps train the
spam filter to be more accurate over time, and is more effective than
blacklisting the sender.

MDaemon Technologies www.mdaemon.com

(E=8 B X
| ¢ O o-cl® 1 DS
43)SecurityGateway © Help | © About 1@ Sign Out
(A Quarantine Options
€ Setup / Users
e s 5
Landing Page The quarantine can be used to buffer users from an influx of unwanted mail and instead create &
 location on the server where administrators and users can review the messages.
Messages
Accounts >
© Hold quarantined messages on the server
send wsers an email listing the contents of their quarantine folder:
Mail Configuration ~ i
O Never
® Every 4 hour(s)
Domain Mail Servers
O Daily
© Weekly
Remote POP Accounts
Sort quarantine email by:  Received||
e T [ Include "Blacklist” link in quarantine email
O Allow mail server or client to filter quarantined messages.
Mail Delivery v ¥ ... tag subject with b
Figure 2-1
(=] B
Qon R ) toremats x| &

Dashboard

My Account

View My Quarantine

View My Message Log

= #)SecurityGateway

© Help | @ About | & Sign Out

Quarantine - Frank Thomas

aama o

Use the Search button to filter the messages below.

0 X ED CD EIED

>0 Date v From Recipient Subject Reason
[ ¥ 2016-06-09 15: john.smith@ex. frank.thomas@ Say hello to Su. Content Filt

[0 2016-06-09 15: john.smith@ex. frank.thomas@ hello Content Filt

< >

M 4 poge [ Jor1p M

Figure 2-2

ol

Q DIE]

yaii P~ ¢ || for Email . ‘

#)SecurityGateway

> Message Log - Brad

© From: 200612 -

o [20e0es -

En Scare
& 2631
@ asoezo
™ ® ae0630

sarke 0
sa1e 0w
.. bradbrad, sarke o
.. brad@brad,

. bradgbrad.

™ 201606130, nore 531K8 0
™ 201606130, nore
T @ 201606130, norer

[ gnien

ssike 00

ssike 00

At a

Figure 2-3



Quarantine Management | SecurityGateway for Email Servers | How To Quick Start Guide

8. Use the Whitelist button to accept all messages from the sender or the
sender’s domain. [Figure 3-1]

9. Use the Blacklist button to block all messages from the sender or
the sender’s domain. Use this feature with caution. SecurityGateway
is able to more accurately detect spam if you teach it what is and is
not spam through the use of the “Spam” and “Not Spam” buttons as
explained in Steps 6 and 7. This must be done when logged into the
SecurityGateway user interface. In addition, if a legitimate address
ends up being blacklisted by mistake, messages from that address will
be rejected. If this happens, you will need to ask the sender to resend
the message. [Figure 3-2]

Note: Blacklist behavior is determined by settings under Security |
Blacklist [ Action. On this screen, you have two options - refuse the
message or quarantine the message.
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