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The value of security

Brace168 is uniquely positioned in today’s volatile 
climate of sophisticated cyber security threats 
and data risk to provide established companies, 
who have responsibilities under the Notifiable 
Breach Act, cyber and data security 24 hours  
a day, 7 days a week. 

This advanced service meets the unique needs of 
industry and business. In working with companies 
which value security at the core of their go to 
market, Brace168 helps to identify the company’s 
vulnerabilities against their greatest assets; data. 
Assessing the risk profile and possible threats 
across all areas of their customers technical 
environment, Brace168 has demonstrable 
expertise in supporting financial services, 
manufacturing, health services and technology 
with customers across each of these verticals.

At the core of Brace168’s offering is their 
advanced, ISO certified Security Operation 
Centre in North Sydney. Here, intelligent security 
and detection operations take place 24x7, driven 
by service level agreements - both proactive  
and metrics oriented. 

Utilising advanced analytics, the team specialise 
in incident identification and rapid response. The 
outcome of Brace168’s monthly security services 
is comprehensive security reports which cover 
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The potential direct 
economic loss of cyber 
security incidents on 
Australian businesses is 
AU$29 billion per year.
According to a recent Microsoft  
commissioned report by Frost & Sullivan

all aspects of cyber activity, risk mitigation and 
supporting operations. These types of security 
documents are critical in first providing peace 
of mind to business owners, and show that they 
are taking reasonable steps in the security and 
operations of their environments.

Securing your business 168 (24x7)

Brace168’s forensic IT approach to detecting 
breaches and relevant security assets in place not 
only means peace of mind, it ensures the uptime 
and availability of critical assets. There’s focus on 
providing services that support compliance with 
the Australian Government’s new data breach 
regulations. Brace168’s have expertise in forensic 
IT help to identify and ultimately prevent detected 
threats in a timely manner.

MAIN TYPES OF SECURITY ATTACKS WE DETECT

Spear Phishing  •  HTTP exploitation   
Authentication  •  Email Hijack

LOGS PROCESSED  138,622,000

TICKETS 
RAISED

SECURITY
INCIDENTS

AVERAGE
RESPONSE TIME

41 1.2 < 3 hrs

STATISTICS PER MONTH



B Aware
Initial security assessment service
Security Consulting + Assessments 

Security Baseline 
Application Security 

Vulnerability Scanning 
PEN Testing 

User Access Control Management

B Secure 
Managed security prevention service

Managed Anti-Malware & Endpoint Protection
Managed Firewall

DNS Monitoring & Filtering 
Managed Intrusion Prevention System

Security Threat Assessment
Identifying unique needs
Monitor & evaluate any  

potential detected malicious traffic
Provide validation of security posture & controls

Identify security strengths & weaknesses  
within the environment

B Protected
Managed security protection service

Cloud Access Security Broker (CASB)
Intrusion Detection System (IDS)

Domain Name System (DNS)
Authentication (SSO) 

B Compliant 
Managed anti-data breach service

Visibility & Response
Network Intrusion Detection

User Access Activity 
DNS Monitoring (external)

Consulting Services
Brace168 also offers

Corporate Risk & Governance Frameworks
Security Strategy & Roadmap

Security Education & Awareness 
Training & Workshops

BRACE168 CYBER SECURITY SERVICES

Security Operation Centre
Utilising advanced analytics and the very latest internationally-sourced security portfolio, Brace168’s 

Security Operation Centre is the ISO 270001 Certified headquarters for 24x7 surveillance of cyber assets. 
Here, customised dashboards are monitored by our team of Security Analysts for anomalies within the 

environment. Each customer is provisioned with their own secure, customised portal where they can see 
their dashboard and alerts in realtime. The following services are carried out by forensic IT experts...
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